**FORMULARIO PARA NOTIFICACIÓN DE BRECHAS DE SEGURIDAD**

**Denunciante o notificante.-**

|  |  |
| --- | --- |
| **DNI:** | **Nombre y apellidos:** |
| **Teléfono de contacto:** | **Email:** |
| **Unidad/Servicio/Dpto./Facultad/Escuela:** |

* **Información temporal de la brecha:**
	+ Fecha de detección de la brecha:
	+ Medios de detección de la brecha :

****

* **Resumen del incidente:**



 Brecha de confidencialidad ( acceso no autorizado )

Brecha de integridad (modificación no autorizada)

Brecha de disponibilidad (desaparición o pérdida)

* **Medio por el que se ha materializado la brecha:**

|  |  |  |
| --- | --- | --- |
| Datos personales residuales en dispositivos obsoletos | Documentación perdida, robada o depositada en localización insegura. | Eliminación incorrecta de datos personales en formato papel. |
| Hacking | Malware (e.j. Ransomware, virus ) | Phishing (correo con URL maliciosas) |
| Correo perdido o abierto a vista de terceros. | Dispositivo perdido o robado (ordenador, pendrive, disco externo) | Publicación no intencionada |
| Datos personales mostrados al individuo incorrecto. | Datos personales enviados por error | Revelación verbal no autorizada de datos personales. |
| Otros:  |

* **Medidas preventivas aplicadas antes de la brecha:**

****

* **Sobre los datos afectados:**
* **Categoría de los datos afectados:**

|  |  |  |
| --- | --- | --- |
| .Datos básicos | . Credenciales de acceso o identificación | . Datos de contacto |
| .DNI, NIE y/o Pasaporte | . Datos económicos o financieros | .Datos de localización |
| .Sobre condenas e infracciones penales | . Otros:  |

* **Categorías especiales de datos:**

|  |  |  |
| --- | --- | --- |
| .Sobre religión o creencia | . Sobre origen racial | . Datos de opinión política |
| .De salud | . Sobre afiliación sindical | .Datos sobre vida sexual |
| .Desconocidos | . Genéticos | .Biométricos |
| . Otros : |

**Número aproximado de registros de datos personales afectados:**

* **Sobre los sujetos afectados:**

Perfil de los sujetos afectados:

|  |  |  |  |
| --- | --- | --- | --- |
| Estudiantes | Empleados | Usuarios | Proveedores |
| Otros:  |

 **Número aproximado de personas afectadas**:

 Granada a 03 de mayo de 2019

 Fdo: 

|  |
| --- |
| **Información básica sobre protección de sus datos personales aportados** |
| **Responsable:** | UNIVERSIDAD DE GRANADA |
| **Legitimación:** | El tratamiento es necesario para el **cumplimiento de una obligación legal** aplicable al responsable del tratamiento (art. 6.1.c Reglamento general de Protección de Datos). |
| **Finalidad:** | Gestionar el trámite de detección, control y respuesta de brechas de seguridad en la Universidad de Granada, procediendo, en su caso, a su notificación a la Autoridad de Control y a los interesados. |
| **Destinatarios:** | Autoridad de Control competente. |
| **Derechos:** | Tiene derecho a solicitar el acceso, oposición, rectificación, supresión o limitación del tratamiento de sus datos, tal y como se explica en la información adicional. |
| **Información adicional:** | Puede consultar la información adicional y detallada sobre protección de datos en el siguiente enlace: <http://secretariageneral.ugr.es/pages/proteccion_datos/leyendas-informativas/_img/iinfoadiccomunicaciondebrechas/>! |